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	Reason for change:
	In the general description of CPN, it states “The eRG is an evolution of the 5G-RG.” However, 5G-RG is the definition of stage2 specification and there is no definition of 5G-RG in stage1 specification. In general, stage1 specification doesn’t refer to the definition of stage2 specification.

In TS 22.261 clause 3.1, the definition of eRG has been clearly captured:
· “evolved Residential Gateway: a gateway between the public operator network (fixed/mobile/cable) and a customer premises network.”	
Hence, it doesn't bring in harm without “The eRG is an evolution of the 5G-RG.” and there is not extra benefit to introduce the new definition of 5G-RG into stage1 specification. Instead, it is proposed to remove the sentence.

	
	

	Summary of change:
	Remove “The eRG is an evolution of the 5G-RG.”

	
	

	Consequences if not approved:
	There is no definitoin of 5G-RG in stage1 specification.
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[bookmark: _Toc83392352][bookmark: _Toc45387618][bookmark: _Toc52638663][bookmark: _Toc59116748][bookmark: _Toc61885567][bookmark: _Toc83392192] 6.38.1	Description
Personal IoT Networks (PINs) and Customer Premises Networks (CPNs) provide local connectivity between UEs and/or non-3GPP devices. The CPN via an eRG, or PIN Elements via a PIN Element with Gateway Capability can provide access to 5G network services for the UEs and/or non-3GPP devices on the CPN or PIN. CPNs and PINs have in common that in general they are owned, installed and/or (at least partially) configured by a customer of a public network operator. 
A Customer Premises Network (CPN) is a network located within a premises (e.g. a residence, office or shop). Via an evolved Residential Gateway (eRG), the CPN provides connectivity to the 5G network. The eRG can be connected to the 5G core network via wireline, wireless, or hybrid access. The eRG is an evolution of the 5G-RG. A Premises Radio Access Station (PRAS) is a base station installed in a CPN. Through the PRAS, UEs can get access to the CPN and/or 5G network services. The PRAS can be configured to use licensed, unlicensed, or both frequency bands. Connectivity between the eRG and the UE, non-3GPP Device, or PRAS can use any suitable non-3GPP technology (e.g. Ethernet, optical, WLAN).
A Personal IoT Network (PIN) consists of PIN Elements that communicate using PIN Direct Connection or direct network connection and is managed locally (using a PIN Element with Management Capability). Examples of PINs include networks of wearables and smart home / smart office equipment.  Via a PIN Element with Gateway Capability, PIN Elements have access to the 5G network services and can communicate with PIN Elements that are not within range to use PIN Direct Connection. 
A PIN Element with Management Capability is a PIN Element that provides a means for an authorised administrator to configure and manage a PIN.
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